
Indiana State Police 
Cybercrime & Investigative Technologies Section 

• Cyber Crime Unit – Forensic examiners, audio/video enhancement, 
investigators 

• Internet Crimes Against Children Unit – Investigators, CyberTip 
management 

• Technical Services Unit – various technical hardware for supporting 
investigations 

• Electronic Surveillance Unit – various technical tools for investigations 
involving mobile devices 



Digital Media Exams 

• Computers – recover user files, internet history, deleted files, e-mail, 
chats 

• Cell Phones – recover call history, pictures videos, internet history, 
app data 

• Tablets, iPods 

• External devices – external hard drives, thumb drives, camera media 
cards 

• GPS devices 

• Automobile “infotainment” systems 



Digital Examinations for State Agencies 

• Can assist in any criminal investigation involving digital media 

• Can assist with other investigations (internal, administrative) with 
approval of the Division Command, Capt Chuck Cohen 
(ccohen@isp.in.gov) 

• We have 10 examiners spread across the state: 
• Indianapolis (4 examiners) 
• Crown Point (2 examiners) 
• Bremen Post 
• Vincennes 
• Columbus 
• Rockport 
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